Solution Principles

* Those users who cannot be authenticated via an institutional identity provider
can be authenticated via the Ex Libris Identity Service

* The following authentication scenarios will be supported:
» Staff login to Alma

* Patron login to Primo via legacy Primo, Primo new authentication, Primo new Ul, and
Primo VE

* NCIP/REST API Authentication (i.e. resource sharing scenarios)

* Solution will be implemented during H2 2018

 All passwords managed internally in Alma will be migrated to the Ex Libris
identity provider

* We will strive to minimize the impact on user experience

* Asingle password strength policy will be applied to all institutions



» Existing customers:
* Will be migrated to Ex Libris Identity Service w/o additional charge

» New Customers with Contracts signed through 30 June 2018:
* This service will be included as part of the subscription

» New Customers with Contracts signed starting 1 July 2018:
* A new SaaS Contract template will be used
* The identity service will be a new option
* Details:
* Up to Sk users are included in the base subscription
* >5k users will require the identity service option




All existing authentication integrations- SAML, LDAP, CAS, Social, Email — can continue
to be used without any change or charge






